**Администрация городского поселения «Могойтуй»**

**ПОСТАНОВЛЕНИЕ**

28 марта 2024 года № 52

пгт. Могойтуй

**Об определении угроз безопасности персональных данных, актуальных при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование, которых осуществляется**

 **в администрации городского поселения «Могойтуй»**

В соответствии с частью 5 статьи 19 Федерального закона от 27 июля 2006 г. №152-ФЗ «О персональных данных», уставом городского поселения «Могойтуй», администрация городского поселения «Могойтуй»

п о с т а н о в л я е т:

1.Определить угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование, которых осуществляется администрацией городского поселения «Могойтуй», согласно [приложению](https://www.garant.ru/products/ipo/prime/doc/400742519/#1000).

2.Определить первый тип угрозы безопасности персональных данных

 3. Настоящее постановление вступает в силу после официального обнародования.

Глава городского поселения Р.Н.Дарижапов

Куцых Елена Анатольевна

🕿 (30255) 2-11-81

Приложение

к постановлению администрации

ГП «Могойтуй»

28.03.2024 г. № 52

**Угрозы безопасности персональных данных, актуальные при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование которых осуществляется администрацией городского поселения «Могойтуй»**

Угрозами безопасности персональных данных, актуальными при обработке персональных данных в информационных системах персональных данных, эксплуатируемых в сферах деятельности, нормативно-правовое регулирование, которых осуществляется администрацией городского поселения «Могойтуй» (далее - информационные системы), являются:

угрозы, связанные с особенностями функционирования технических, программно-технических и программных средств, обеспечивающих хранение, обработку и передачу информации;

угрозы несанкционированного доступа (воздействия) к отчуждаемым носителям персональных данных, включая переносные персональные компьютеры пользователей информационных систем;

угрозы воздействия вредоносного кода и (или) вредоносной программы, внешних по отношению к информационным системам;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, обладающими полномочиями в информационных системах, в том числе в ходе создания, развития, ввода в эксплуатацию, эксплуатации и вывода из эксплуатации информационных систем, и дальнейшего хранения содержащейся в их базах данных информации;

угрозы использования методов воздействия на лиц, обладающих полномочиями в информационных системах;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, не обладающими полномочиями в информационных системах, с использованием уязвимостей в организации защиты персональных данных;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, не обладающими полномочиями в информационных системах, с использованием уязвимостей в программном обеспечении информационных систем;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, не обладающими полномочиями в информационных системах, с использованием уязвимостей в обеспечении защиты сетевого взаимодействия и каналов передачи данных;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, не обладающими полномочиями в информационных системах, с использованием уязвимостей в обеспечении защиты вычислительных сетей информационных систем;

угрозы несанкционированного доступа (воздействия) к персональным данным лицами, не обладающими полномочиями в информационных системах, с использованием уязвимостей, вызванных несоблюдением требований по эксплуатации средств защиты информации.